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Notes

1. See Ian I. Mitroff and Harold Linstone, The Un-
bounded Mind (New York: Oxford University Press,
1993); see also Russell L. Ackoff, The Democratic Cor-
poration, a Radical Prescription Recreating Corporate
America and Rediscovering Success (New York: Oxford
University Press, 1994).

2. See Ian 1. Mitroff, Richard O. Mason, and Chms-
tine M. Pearson, Framebreak: The Radical Redesign of
American Business (San Francisco: Jossey-Bass, 1994).
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SOFTWARE FOR CM



This chapter describes the software that ac-
companies this book. We believe that technology is
important, even though we recognize that unless it
is managed effectively, technology may help contrib-
ute to the occurrence of crises. This observation does
not mean, however, that technology should never be
used; rather, it is a warning that it should be used
appropriately.

CRMGT: A SUPERCARD STAND-ALONE
SOFTWARE PROGRAM

The software you need to run is included on the disk
accompanying this book. If you have a Macintosh
computer, you do not need any additional software
to run the program. But if you have an IBM PC,
you will need to buy a software package from the
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Allegiant Corporation that will allow you to run
SuperCard programs on a PC.

The prbgram runs best if your computer is one
of the latest Macs, that is, a Power Mac. In addition,
the program was expressly written for a Mac com-
puter screen seventeen inches or larger. Although you
can still run the program if your computer screen is
smaller than seventeen inches, you will have to do a
lot of “scrolling around.” In addition, the “big pic-
ture” will also be much harder to see.

Place the disk in the hard drive of your personal
computer. The program CrMgt on the disk was
written in an application software system labeled
SuperCard, a registered trademark of the Allegiant
Corporation. The particular software version you
have is a stand-alone application. This means that
you do not need to know, or concern yourself di-
rectly with, the SuperCard programming language
or system because all the programming has been
done for you. The term stand-alone means precisely
that.

First, load the program CrMgt from the disk onto
your hard disk. Then double click on the icon CrMgt
to start the program. When you first open the pro-
gram, you should see something like Figure 5.1. Ac-
tually, you should see something more than what is
shown in Figure 5.1, but ignore this for the time
being. Figure 5.1 is a close relative of Figure 2.1. In
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f Jnitial Information Phasé N
Sources of
information

Internal
Public Affawrs
Health/Safety
Security
Legal

External
Police
liealth Dept
Government
Industry
Special

Crisis Management:
A Decision ChecklList
© lan | Mitroff, 1994

Figure 5.1. The first step of the CrMgt program (the first part of
Figure 5.5).

fact, Figure 5.1 turns into Figure 2.1 with the first
step of the program. To start the program, click your
mouse once on the rectangle in Figure 5.1 labeled
«Click Here to Start.” You then should see Figure 5.2.

Before proceeding further, we need to say a little
bit about how SuperCard works. When you clicked
your mouse on the rectangle “Click Here to Start”
in Figure 5.1, you actually executed a small software
program contained in the rectangle. In the langnage
of SuperCard, you clicked the mouse on the butzon
“Click Here to Start.”
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Initial “Information Phasc ]

Sources of
Information
Internal
Public Aflatrs
Health/Safety
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Legal /\
Operations Power(ul
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Police
Health Dept
Government
Industry
Special

Figure 5.2. The second step.

SuperCard belongs to the class of programming
languages known as object oriented, which means
that you must do certain things like click a button or
ImMOVe your mouse into a certain region (field ) in order
for the program to proceed.

The “card” in SuperCard refers to the fact that
SuperCard programs like CrMgt are essentially an
organized series of screens stacked like a series of
cards in a file cabinet. Each screen contains a certain
number of buttons, text fields in which you can write,
or graphic illustrations. You can do or file only so
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much on a particular screen before it becomes over-
loaded. SuperCard allows you to create as many
screens as you like (within, of course, the limit of your
computer’s memory) to accomplish a particular task.

The screens in CrMgt have been organized so that
the CM processes described in Chapters 2 and 3 can
be broken down into natural segments or pieces. For
example, Figure 5.5 constitutes one screen of the Super-
Card program CrMgt. Figures 5.1, 5.2, 5.3, and 5.4

—
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Figure 5.3. The third step.
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Figure 5.5. The first, or main control, card (Figures 5.1, 5.2, 5.3,
and 5.4).
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which you should become familiar. First, Figure 5.5
is the first, or main control, card. You always start
and end the program with this card even if you de-
cide to quit the program from another card or screen,
Second, when the Program starts, you should always
see Figure 5.1 and also the trademark and copyright
material in the lower right-hand corner of Figure 5.5.
If you click your mouse on the rectangular button
labeled “Show All,” you will automatically bypass
Figures 5.2, 5.3, and 5.4 to go directly to Figure 5.5,
At any time, if you wish to examine parts of Figure
5.5, you can begin the process again by clicking the
mouse on the button “Hide All,” and you will auto-
matically return to Figure 5.1.

Figure 5.5 contains a number of other important
features as well. If you have a color monitor, you will
see that the various buttons are in different colors, to
call attention to those parts of 2 complex process that
we wish to emphasize. Thus in the program CrMegt,
the color red usually stands for a potential crisis point,
and green usually stands for a CM strength.

If you move your mouse into the sets of text fields
with question marks, you can enter the numbers of
estimated or known injuries and deaths or the actual
or expected dollar amounts lost in a particular cri-
sis. The program CrMgt has been designed to be used
as a working guide before, during, and after a crisis.
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After you have finished working with Figure 5.5,
you can go to the other screens in a.number of ways.
You can click the mouse on Button 1 on Figure 5.5.
The button will automatically transfer you to Card
2. Or if you wish to proceed directly to a precrisis or
postcrisis audit, you can click the mouse on the b1.1t-
ton “AUDIT” in the lower right-hand corner of Fig-
ure 5.5. If you wish to quit the program, simply click
the mouse on the button labeled “QUIT.” Just be-
fore the program shuts down, you will see the screen
briefly return to Figure 5.1. In this way, the progr-am
will automatically start from the initial condition

shown in Figure 5.1.
If you decide to proceed to Card 2, you should
see Figure 5.6. Like Figure 5.5, the second card also

| Crisis Variable I: TYPES

Known?

154 iminal Attack
- 0 Crisis Response /N Crimina
Provide Coordinated Type/asture of comin -~
isi YES ¥ Inf
Uncoordinated Crisis Response LCnsns >—YES P inf :

Time Delay:
Real-Time Crisis Resecarch, ? 727017
Quick and Dirty

|C(ick Here to Continuel

Figure 5.6. The second card.
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unfolds in stages so that you can use the program with
a minimum of distraction from the inherent complex-
ity of the CM process. This feature also allows you
to proceed at your own speed.

You have a number of options available in Fig-
ure 5.6. First, if you click the mouse in the diamond
labeled “Type/Nature of Crisis Known?” you will go
to a much later card in CrMgt, showing the range of
different kinds of subcrises. We strongly urge you not
to do this at this point, but if you do, click on the
“Return” button in order to get back to Figure 5.6.

If you click on the “YES” button to the immedi-
ate right of the diamond in Figure 5.6, you should
see Figure 5.7. You can then click on all the various
types of crises that you believe are part of the par-
ticular crisis you are facing. That is, a crisis can con-
tain one or all of the choices shown in Figure 5.7. You
make your choices by moving the mouse into each
of the checkmark boxes to the immediate left of each
crisis type. Figure 5.7 shows the case in which the
particular crisis you are confronting is a combination
of (1) Criminal Attack, (2) the Loss of Proprietary
Information, and (3) an attack on the Perception/
Reputation of an organization.

If you want to change your choices at any time,
click on the buttons representing other crises or the
button “Clear All.” Clear All resets all the buttons;
that is, it removes the checkmarks from each box.
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‘ Crists Varlable ) TYPES

Check ALL That Apply

Criminal_Attack

wiplt |

E Criminal Attack

[ Economic Attack

e

Bd Loss of Proprietary Information
[ industrial Disaster

[J Natural Dlsaster

{J Lega!

7] Perceptual/Reputational
] HumnnResourccs/Occuanonal

0O Environmental/Health

[JRegufatory

DEquipment/Plant Matfunction (Break)

Figure 5.7. What you will see if you click on YES in Figure 5.6.

In Figure 5.6, if you click on the “NO” just
below the diamond labeled “Type/Nature of Crisis
Known?” you should see Figure 5.8. In this figure, you
cannot click on any of the different types of crises, since
based on your response (no), you indicated that you
do not know the exact type of the current crisis that
you are facing. Thus, by clicking NO, all the che‘ck—
marks are erased, and the text field to the immediate
right of the YES button to the immediate right of the
diamond is “wiped clean” or erased of crisis types.

Figures 5.6 and 5.7 list all the crises you checked

off as part of the overall crisis you were facing. Crimi-
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l Crisis Varlable t: TYPES |
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[J Criminal Attack
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3377777 [ industrial Disaster
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i .
TR ————— [J Equipment AHant nction (Break)
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Im] Perceptuallneﬁllonal

[0 HumanResources/Occupatianal

(O Environmentat/Health

[J Reguiatory

]

Figure 5.8. What you will see if you click on NO in Figure 5.6.

nal Attacks and Information Loss are shown in the
small text field to the immediate left of the big box
containing the eleven basic types of crises. The small
text field is known as a scrolling field, which allows
you to store a lot of information in a small spaée. By
scrolling up or down, you can see all the information
contained in the field. To do this, click the mouse in
one of the small vertical arrows in either direction. If
you click in the down direction, you should see that
Perceptual/Reputational is included there as well. In
other words, the computer automatically places each
crisis type on a separate line. Thus, Crisis 8, Perceptual/
Reputational, is placed in Line 8 in the small scroll field.
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From Figure 5.7, by clicking on the box “Crises
Types,” it is possible to go to another card (which
we describe later) that gives a complete listing of the
subtypes of the eleven basic types of crises. We
strongly urge you not to do this at this time. We
mention this feature at this point only because once
you become familiar with the program, you will want
to jump around to take advantage of its features.

When you have finished with Figures 5.7 and 5.8,
click on “Click Here to Continue.” You should then
see Figure 5.9. You also could have reached Figure
5.9 from Figure 5.6 if you had clicked on the “Con-

i Crisis Variabte 11 TYPES |
r ey Criminal Atrack  _ |f
% fype/Nature ot T e 2
i Cnisis >
i Known? -
4
[NO ] Crigis Variable |i: PHASES |
Prior Warning
LAARAR {signals b 5th Poteatial Crizis |
Blocked?
[Determine_Causes/Reasons
[NO ]
4
=
Crisis Variable Nk SYSTEMS |
7 S
Systems Causes
—_— W, Y
Known?
Prior
Determination
YES Situation (s
More Precise Detcrmination Serious

|Cli|:k Here to ContinueJ

Figure 5.9. Part of what you will see if you click on “Click Here to
Continue.”
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tinue” button there. In Figure 5.9 if you click on the
YES button immediately below the diamond labeled
“Systems Causes Known?” you will be transferred
to a later card that allows you to specify what you
believe are the systems causes of the current crisis you
are facing. Again, we urge you not to do this at this
time. But if you do, click “Return” to get back to
Figure 5.9.

If you click on “Click Here to Continue,” you
will finally see Figure 5.10. As in Figure 5.5, you
can always return to Figure 5.6 by clicking on
“HIDE.” Or you can always get to Figure 5.10 by
clicking on “SHOW?™ as soon as you get to Figure
5.6. Or you can go immediately to the crisis audit
by clicking on “AUDIT,” and so on, for each of the
various features.

At any time, if you feel you know more about the
type of crisis you are facing, you can always reach
Figure 5.7 by clicking on the YES button to the im-
mediate right of the diamond labeled “Type/Nature
of Crisis Known?” in figure 5.6.

To continue to the third card, click the mouse on
Button 3 at the bottom of Figure 5 .10.The upper part
of Figure 5.11 will then appear. Since this card does
not contain as many details as the others do, the full
figure is displayed at once. If you click the mouse in

Figure 5.10. A complete view of Figure 5.9.
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Figure 5.12, Part of what you will see if you click on Diamond 44
in Figure 5.11.
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will always see the box in the extreme upper-left-hand
corner of Figure 5.12. If the types of crises from Fig-

ure 5.7 have not changed, click the mouse on the NO
button in Figure 5.12 to continue. By clicking NO,
you also will not change the damage containment
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options in Figure 5.13. I, on the other hand, you have
changed your assessments of the types involved in the
particular crisis you and your organization are fac-
ing, then all the checkmarks pertaining to the dam-
age containment options in Figure 5.13 will be reset
to the blank position. If at any time you wish to
change your responses, you can also click on the
various “Clear” buttons near the middle of Figure
5.13.

Figure 5.13 is in effect a worksheet, as are all the
cards or screens in CrMgt. They allow you to try out
and examine various strategies, options, and so on.
Figure 5.13 also has a text field at the bottom that
allows you to enter any notes you wish to record. To
return to Figure 5.11, click on the “Click Here to
Continue” button.

Figure 5.11 represents the “during” part of CM.
To return to the first or main card from Figure 5.11,
click on Button 1. You can also begin the CM audit
process from Figure 5.11, by clicking the mouse on
the AUDIT button at the bottom or Button 4 in Fig-
ure 5.11.

Clicking on AUDIT takes you to Figure 5.14,
from which you can reach Figures 5.15 through 5.21.
For instance, to reach Figure 5.15, click on “I Types”

Figure 5.13. More of what you will see if you click on Diamond
44 in Figure 5.11.
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in Figure 5.14. From Figure 5.153, you can reach Fig-
ure 5.16 by clicking on the button “Types 7-11” at
the bottom of Figure 5.15. From Figure 5.16, you can
return to Figure 5.14 by clicking on “Types 1-6.”
You can also get to the other main crisis factors—
phases, systems, and stakeholders—by clicking the
buttons at the bottom of Figures 5.15 and 5.16. To
return to Figure 5.14, merely click the Return button.

Recall from our discussion of Figure 5.6 that if
you clicked on the diamond labeled “Type/Nature of
the Crisis Known?” you were sent to a later card.
That card was Figure 5.15. Thus, the Return button
takes you back to the particular card from which you
reached Figure 5.15.

SCORING TYPES

The scoring of your crisis preparations or plans with
respect to types is easy. The total score for the CM
Plan is merely the number of YES buttons checked
in Figures 5.15 and 5.16, that is, the third column
from the right edge of both figures. Thus the highest
score you can receive under the CM Plan is 11. This
is the condition in which your organization has
planned for at least one crisis in each of the eleven
basic types.
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The scoring for the Total CM Performance is
more complicated because it depends on the pattern
of scores for the CM Plan. For instance, consider
the following example: Before a crisis an organiza-
tion was prepared for crisis types 1 through 5, and
so there would be a checkmark in the YES or third
column from the right of Figure 5.15 for crisis types
1 through 5. The actual crisis the organization is
experiencing is made up of types 1 through 5. Thus
there would be a checkmark in the YES or sixth
column from the right of Figure 5.15. In this case,
there would be a perfect match between the crisis
(or crises) the organization experienced and those
for which it was prepared. In this case, we would
set the Total CM Performance Score equal to the
Total CM Plan Score or, in this case, 5. But suppose
in addition that the crisis that the organization is
experiencing is also made up of types 7 through 11.
Then the YES boxes, or buttons, in the sixth col-
umn from the right of Figure 5.15 would be checked
as well. But suppose too that the organization was
not prepared for crisis types 7 through 11. Then the
NO buttons in the second column from the right of
Figure 5.15 would also be checked for types 7
through 11. In this case, we would have to lower
the Total CM Performance Score to take account
of the fact that the organization experienced crises
for which it was not prepared.
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The scoring system for the Total CM Performance
Score is thus built around the fact that the total num-
ber of experienced crises is equal to the sum of the
total number of matched crises and the total num-
ber of mismatched crises (i.e., those crises that the
organization experienced and for which it was not
prepared, as reflected in its plans). Thus, if S; = the
total number of experienced crises, S, = the total
number of matched crises, and S; = the total number
of mismatched crises, then S; = S; + §3 (A “Don’t
Know?” response is counted as a NO.)

There are only four cases to consider. First, if
S5 = 0; that is, there are no mismatches, we set the
Total CM Performance Score equal to the Total CM
Plan Score. The three remaining cases refer to situa-
tions in which S; does not equal 0; that is, there are
mismatches.

Second, if S, = S3; that is, the number of matches
equals the number of mismatches, we set the Total
CM Performance Score equal to S/3. That is, we
lower the Total CM Performance Score. In other
words, the Total CM Performance Score is lowered,
or penalized.

Third, if S, > S3, we set the Total CM Performance
Score equal to S, — S3, and the Total Performance
Score is lowered once again.

Finally, fourth, if S5 > S,, we set the Total CM
Performance Score equal to S,/3. That is, in every
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case, we lower or penalize the Total CM Performance
Score if an organization is facing a crisis type for
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which it is not prepared.

PHASES, SYSTEMS,
AND STAKEHOLDER SCORING

Phases, systems, and stakeholders can be reached

from Figure 5.14 by clicking on the appropriate but-
tons. For instance, to get to Figure 5.17, click on the

button “I PHASES” in Figure 5.14.

mouy.1,vea (]

mouy 1,vog (]

moux 1ron(]]

mouy 1,voe[]

o

on(d

oud

on g

mouy avoa(] on®

i5|S1) juauny
Byl uo f3M° P

The scoring for phases, systems, and stakehold-
ers is essentially the same. For instance, in Figure

5.18 the scores for CM Performance and CM
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Although they are not included in the scoring at
the bottom of Figures 5.19 and 5.20, Figure 5.21
indicates that for flexibility, you can include addi-

phases, systems, and stakeholders from each card
bottom of each card.

reach each of the other four main crisis factors types,
merely by clicking on the appropriate button at the
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tional names and/or roles of members of your CMT.

Figure 5.17. What you will see if you click on Il PHASES in Fig-

ure 5.14.
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Figure 5.19. Scores for internal stakeholders.
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Figure 5.21. Where to list additional names and/or roles of members of your CMT.
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If your computer is connected to a modem, you can
also dial directly the person whose telephone num-
ber is to the extreme right of Figure 5.19, by clicking

on the “Dial” button immediately to the left of the
telephone number.

CM PROFILES

Once you have determined your CM Performance
and Capability scores, click on the button “CM PRO-
FILE” in Figure 5.14 to transfer you to Figure 5.22.
Every time you arrive at Figure 5.22, the computer
automatically checks whether your CM Performance
or CM Capability scores have changed for any of the
four main factors. The computer does this by com-
paring your new scores with your old scores, that is,
the scores from the last time you arrived at Figure
5.22. If any of your scores have changed, the com-
puter will automatically plot a new CM profile and
record the time and the date of the new plot.

Figure 5.23 can also be reached from Figure 5.14,
by clicking on the button with the arrow on the 5 in
the box at the far left-hand side of Figure 5.14. Fig-
ure 5.24 can be reached from Figure 5.23 by click-

Figure 5.22. What you will see if you click on CM PROFILE in
Figure 5.14. ’
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DEVELOPMENT of CM CAPABILITIES

Software for CM / 155
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@
3 The software program CrMgt described in this chap-

ter is an integral part of the CM process. All fields,
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but especially new ones like CM, require all the tools
they can muster to advance the state of the art. In-
deed, we can say that a field will not truly begin to
develop—Ilet alone mature—until we have tools and
frameworks to help assess its critical dimensions.
Accordingly, we strongly urge you not to get caught
up in the numbers of CrMgt for their own sake. All
the numbers produced and used are no better than
the judgments that created them. We especially rec-
ommend that you use CrMgt as part of a group pro-
cess to allow the other members of the group—
ideally, the members of your own organization’s
CMT—to express their opinions. This is the real
purpose of CrMgt, to foster discussion and not
to encourage entering meaningless numbers into a
computer.

e

Managing Industrial
Disasters

AN EXAMPLE



